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Abstract  Uninformed jammers are used to facilitate covert
communications between a transmitter and an intended receiv-
er under the surveillance of a warden. In reality, the signals the
uniformed jammer emits to make the warden’s decision un-
certain have inadvertently interfered with the detection of the
intended receiver. In this paper, we apply truncated channel
inversion power control (TCIPC) to both the transmitter and
the uninformed jammer. The TCIPC scheme used on the unin-
formed jammer may help the intended receiver remove jamming
signals using the successive interference cancellation (SIC) tech-
nique. Under the assumption that the warden knows the channel
coefficient between two intended transceivers and achieves the
optimal detection power threshold, we form the optimization
problem to maximize the effective transmission rate (ETR) under
covertness and decoding constraints. With the aim of enhancing
covertness-related performance, we achieve the optimal power
control parameters and determine system parameter-related
constraints required for the existence of these solutions. Ac-
cording to the simulations, the use of the TCIPC scheme on the
uninformed jammer significantly improves covertness-related
performance in comparison to that of random power control
(RPC) and constant power control (CPC) schemes. In addi-
tion, simulation results show that, for the TCIPC scheme: 1) the
maximum ETR tends to converge as the transmitter’s or the un-
informed jammer’s maximum transmit power increases, and
2) there exists an optimal value of the transmitter’s predeter-
mined transmission rate to achieve the optimal performance.

Keywords  channel inversion power control, covert wireless
communication, effective transmission rate, uninformed jammer.

1. Introduction
The development of next generation wireless networks (5G
and beyond), combined with the increasing use of the Inter-
net of Things (IoT), has resulted in a large amount of private
and secure information being transmitted over wireless net-
works. However, due to nature of the wireless medium in
which the broadcasts take place, it is easy to overhear the
transmission. Traditional security techniques have utilized
encryption to guarantee the confidentiality of information ex-
changed over the wireless channel. Unfortunately, in recent
years, encryption techniques may be compromised by power-
ful adversaries (e.g. a quantum computer) [1]. In addition,
decryption is sometimes unnecessary in certain applications.

For instance, in military communications, the detection of
a transmission may reveal the actual activity and its loca-
tion within a given region. Therefore, physical layer security
has emerged as a promising research direction for ensuring
the privacy of users and requiring simple computations to be
performed on the devices. Covert wireless communication is
a peculiar type of a physical layer security solution, as it of-
fers good security and privacy levels, not only protecting the
content of communications but also hiding the existence of
wireless transmissions [2].

The first studies focusing on covert wireless communications
were performed by Bash et al. [3]. The authors built square
root law over additive white Gaussian noise (AWGN) channels
stating that o (

√
n) bits may be sent from the transmitter to

the receiver over n channel uses, while lower-bounding the
detection error of a warden to no less than a specified value ε.
This pioneering work opened up two research directions:

– exploring the fundamental limits of covert communications
in [3] to identify the amount of information that may be
conveyed covertly via a legitimate channel,

– developing advanced techniques to improve covertness-
related performance.

As far as the former of the aforementioned research direc-
tions is concerned, subsequent work has expanded the results
concerning the covert information theory for binary sym-
metrical channels (BSC) [4], discrete memory-less channels
(DMC) [5], and the AWGN channel [6]. The researchers aim
to investigate and extend the square root law to various wire-
less channel models. However, research described in [7] has
pointed out that according to the square root law, the achiev-
able covert rate would approach zero as n → ∞, which is
completely undesired. Therefore, the latter research direction
has emerged in an attempt to solve this problem.

This type of research aims to attain a positive covert rate.
The addition of artificial noise (AN) is one of the trans-
mission strategies seeking to effectively improve covertness-
related performance. The authors in [8] investigated the covert
throughput in device-to-device communications. Here, a base
station was equipped with an antenna array to transmit ar-
tificial noise. The artificial noise source was also set up on
a legitimate receiver [9] adopted channel inversion power
control (CIPC) to achieve covert communications. He et al.
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extended covertness-related research by deploying dedicat-
ed jammers in a Poisson field of interferers [10]. As a result,
the authors showed that as long as the interference-limited
region is taken into account, the density and transmit power
of the interferers do not affect the covert throughput. Covert
communications can also be achieved with multi-hop rout-
ing transmission strategies. In [11], the authors considered
multi-hop covert communications in the presence of multiple
collaborating wardens and came up with efficient algorithms
to identify optimal paths. In particular, covert communi-
cations and secure transmissions were jointly addressed in
untrusted relaying networks with multiple wardens [12]. Un-
manned aerial vehicles (UAVs) were also explored in the
context of multi-hop transmissions, acting in the capacity of
covert assistants [13] or wardens [14].
As far as transmission strategies with artificial noise are con-
cerned, apart from additional noise modules installed on the
source or destination side [8], [9], the adoption of dedicated
noise nodes – “jammers” – in the environment has resulted in
effective covertness. Adjustment of the jammer’s system pa-
rameters and fading properties affecting its communication
with other nodes has resulted in uncertain decisions being
taken by wardens with regard to the presence of legitimate
nodes. The first type of jammer applied to covert communica-
tion is the uninformed jammer [15]. In this case, the jammer
sends jamming signals simultaneously with covert signals
and without cooperation with the source. The authors in [15]
analyzed system performance focusing on the AWGN chan-
nel and the block fading channel. They showed, in particular,
that a positive rate of covert communication exists on the
hidden channel.
Capturing salient aspects of a continuous-time covert com-
munication system as time T and bandwidth W , the au-
thors in [16] investigated covertness on the continuous-time
channel. In this channel in particular, research has shown
that O(WT ) information bits can be transmitted covertly
and reliably with the assistance of an uninformed jammer.
Power adaptations aiming to enhance covertness-related per-
formance were studied in [17]. The authors sought the optimal
power adaptation that minimizes the average outage probabil-
ity subject to the covertness constraint. This optimal problem
was analyzed under two scenarios: the AWGN model and the
Rayleigh fading model for the uninformed jammer-to-warden
channel.
Even though uninformed jammers result in a decrease in the
warden’s detection accuracy, the lack of coordination between
the transmitter and jammers considerably affects the perfor-
mance of the desired covert communication. Cooperative
jammers are designed to balance the detection error of the
wardens with the covertness-related performance of the sys-
tem. The authors in [18] used a relay as a cooperative jammer
for achieving covertness. An assumption has been made that
a pre-shared secret enables the permissible nodes to know
which slot will be used for the transmission of covert infor-
mation. Hence, for slots without covert information to send,
the relay acts as a cooperative jammer with random noise
power. Conversely, the relay amplifies and forwards infor-

mation in covert transmission slots. Multiple friendly helper
nodes have been considered for covert communication [7].
Here, the instantaneous channel gains to the legitimate re-
ceiver are known to those helpers. If those gains fall below
a pre-established selection threshold, the respective helpers
will be chosen to transmit jamming signals.

A more general study was implemented in [19] in order to
compare three node schemes: uninformed, informed, and co-
ordinated jammers. In the context of coordination, a jammer
can coordinate with the transmitter via a secret key. In partic-
ular, the authors found out the fundamental interplay between
the covert communication rate, local randomness, and the se-
cret key rate. It is expected that the cooperating nodes will
not only decrease the warden’s ability to detect, but also will
rarely interfere with the legitimate signal.

As proposed in [20], the cognitive jammer is a jamming
strategy aimed at improving covertness-related performance.
Normally, the cognitive jammer includes a sensing module
for making decisions. If it determines that no covert com-
munication is taking place, it will send jamming signals and
will remain silent otherwise. In [20], the cognitive jammer
divides the time of an n-symbols block fading into two parts:
1) the time of the firstm symbols for sensing channels, and
2) the time of the remaining n−m symbols for jamming the
signal transmission. In fact, the cognitive jammer identifies
the transmitter’s transmitting state as quickly as possible, so
m is taken as insignificant relative to n. However, because
the warden detects the transmission using all n symbols, the
cognitive jammer is ineffective in detecting channel usage
in comparison to the warden’s ability to detect it. In particu-
lar, if the warden is aware of the cognitive parameterm, in
the worst-case scenario, it can make the detection decision at
the time of transmitting the firstm symbols, when there are
no jamming signals. Consequently, the cognitive jamming
scheme will be a potential research direction in the future.

With the cooperative jammer, we need to negotiate the time
slot for sending out jamming signals between the jammer and
the transmitter. On the other hand, if we adopt the cognitive
jammer for covert communication, it will be necessary to di-
vide the time slot for sensing the transmitting state effectively.
Without negotiation and continuity of jamming signals, they
are robust properties of the uninformed jammer, but the in-
tended receiver must suffer interference from the jammer due
to the random transmit power.

In this paper, we apply truncated channel inversion power
control (TCIPC) [9] to the uninformed jammer to aid in re-
moving interference at the intended receiver. With TCIPC, the
power received from the uninformed jammer is a fixed value,
so the successive interference cancellation (SIC) technique
can be relied upon to achieve desired signals. Furthermore,
the signals received at the warden still depend on random
values. The contributions of this paper are as follows:

– We consider a system model consisting of a transmitter,
an intended receiver, a warden, and an uninformed jam-
mer. The TCIPC scheme is adopted at the transmitter and
the uninformed jammer. Based on the TCIPC scheme,
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the intended receiver uses SIC to cancel jamming signals.
Moreover, we consider the worst-case scenario when the
warden knows the channel coefficient between two legiti-
mate transceivers.

– We analyze the detection error probability (DEP) for the
warden, the connection outage probability for the intended
receiver, and the effective transmission rate (ETR) for the
system. This analysis lets us determine the optimal power
control parameters of the transmitter and the jammer in
order to maximize ETR under covertness and decoding
constraints.

– In terms of covertness-related performance, the TCIPC
scheme is compared with previous transmission schemes
of the uninformed jammer, such as random power control
(RPC) and constant power control (CPC) solutions. In addi-
tion, we also assess the effect that the system’s parameters
exert on covertness-related performance.

The rest of this paper is organized as follows. Section 2
describes the system model, the communication scenario
and the detection strategy with a radiometer of the warden.
In Section 3, we analyze the covertness-related performance
and formulate the optimization problem under covertness
and decoding constraints. Work focusing on RPC and CPC
schemes is described in Section 4. Numerical results are
presented in Section 5 to verify the analytical results and
to provide useful insights into the impact of the system’s
parameters. Finally, conclusions are drawn in Section 6.
Notation: The modulus of a complex number is denoted by |.|,
and the sign (.)∗ means its conjugation. Scalar variables are
expressed as italic symbols. Vectors are denoted as lower-case
boldface symbols. The expectation of a random variable is
denoted E[.].

2. System Model
2.1. Communication Scenario

We consider a covert communication model depicted in
Fig. 1, where the transmitter (Alice) intends to transmit
covert information to the receiver (Bob) in the presence

Alice Bob

Willie Jammer

,a bh

,j wh

covert signals from Alice

jamming signals from Jammer

TCIPC

TCIPC

,j bh,a wh

Fig. 1. Covert communication network model with the TCIPC
scheme for Alice and Jammer.

of the warden (Willie). The uninformed jammer (Jammer)
sends jamming signals to support covert communication from
Alice to Bob by confusing Willie’s detection. We assume that
Alice-to-Bob, Jammer-to-Bob, and Jammer-to-Willie wireless
channels are block quasi-static Rayleigh fading, with the
channel coefficients of hu,v ∼ CN (0, λu,v), λu,v = d−θu,v,
where the subscript (u, v) can be (a, b), (j, b), and (j, w),
responding to the above links. The distance from node u to
node v is denoted as du,v and θ is the path loss exponent. Due
to block quasi-static Rayleigh fading, hu,v is constant in one
block fading but varies from one block to another. All nodes
are equipped with a single antenna.
Ordinarily, Willie finds it hard to estimate the channel coeffi-
cient between Alice and Bob due to their different locations.
It is widely believed that a half-wavelength guard zone is
sufficient to decorrelate the warden channel. However, a com-
prehensive study performed in [21], [22] has shown that for
many correlation channel models, the warden can obtain
largely correlated observations, even for large spatial sepa-
rations, when Willie is still within the line-of-sight beam of
the Alice-to-Bob link. Thus, Willie is able to obtain some
leakage about ha,b. Because we feel skeptical about this risk,
we make a conservative assumption that Willie knows ha,b.
Furthermore, from a security standpoint, we place Alice in
a pessimistic position and Willie in an optimistic position.
Therefore, it is quite proper to assume that the Alice-to-Willie
channel is an AWGN channel. We can mathematically express
the Alice-to-Willie link as ha,w =

√
λa,w, and λa,w = d−θa,w,

where ha,w and da,w are the channel coefficient and the dis-
tance of this link, respectively [17].
Bob broadcasts, periodically, pilot signals to enable channel
estimation at Alice and Jammer (ha,b and hj,b, respective-
ly). Normally, channel estimation is necessary for Bob to
detect signals, so Alice needs to send a pilot. However, her
pilot transmission might increase the ability of Willie’s de-
tection. Therefore, we apply the TCIPC scheme to the Alice
transmitter to hide the communication. Based on the TCIPC
principle, Alice only transmits covert signals with power Pa
when the channel power gain from Alice to Bob is greater
than a certain value. The transmit power Pa varies as |ha,b|2
to keep the received power at Bob constant, and it is ex-
pressed as:

Pa =


Qa
|ha,b|2

, |ha,b|2 
Qa
Pmaxa

0 , |ha,b|2 <
Qa
Pmaxa

, (1)

where Pmaxa is the maximum transmit power of Alice. We
also use the TCIPC scheme at Jammer to help Bob cancel
jamming signals. Then, the transmit power Pj of Jammer is
given by:

Pj =


Qj
|hj,b|2

, |hj,b|2 
Qj
Pmaxj

0 , |hj,b|2 <
Qj
Pmaxj

, (2)

where Pmaxj is the maximum transmit power of Jammer.
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It is shown that Pj is a random value and changes with hj,b
which leads to uncertainty in Willie’s decision. Moreover,
Willie does not know hj,w, which is also a factor contributing
to this uncertainty. Alice only transmits covert signals when
the necessary condition Ta is met (i.e., |ha,b|2  Qa

Pmaxa
).

Thus, the probability of Ta is given by:

PTa = Pr
(
|ha,b|2 

Qa
Pmaxa

)
= e

− Qa
λa,bP

max
a .

(3)

Similarly, the probability of the transmission condition Tj
(i.e., |hj,b|2 

Qj
Pmax
j

) of Jammer is expressed as:

PTj = Pr
(
|hj,b|2 

Qj
Pmaxj

)
= e

−
Qj

λj,bP
max
j .

(4)

2.2. Detection Strategy with a Radiometer at Willie

When the condition Tj fails, Jammer does not transmit jam-
ming signals and sends a negative acknowledgment (NAK) to
inform his transmission state [23]. In this case, Alice remains
silent due to the lack of a shield from Jammer. When Jammer
sends out jamming signals, Alice will receive an acknowledg-
ment (ACK) from Jammer and will transmit covert signals
when the condition Ta is true with a probability of 12 . Willie’s
received signal in the i-th channel use within a specific time
slot is given by:

yw(i) =


√
Pjhj,wxj(i) + nw(i), H0
√
Paha,wxa(i) +

√
Pjhj,wxj(i) + nw(i), H1,

(5)

where i = 1, . . . , n is the index of channel use. Vectors
xj =

h∗j,b
|hj,b|x

′
j , and xa =

h∗a,b
|ha,b|x

′
a are the signals transmitted

by Jammer and Alice with E
[∣∣x′j(i)∣∣2] = E

[
|x′a(i)|

2
]
= 1,

respectively [9]. Vector nw is the AWGN at Willie with the
variance of each element as σ2w. The null hypothesisH0 states
that Alice does not transmit signals and the alternative hypoth-
esis H1 means that Alice is transmitting signals. Similarly
to [17], [24], [25], the decision rule with a radiometer in the
detector at Willie is:

Pw
D1
≷
D0

τ , (6)

where Pw = 1
n

n∑
i=1
|yw(i)|

2 is the average received pow-

er in a time slot, and τ is the detection power threshold at
Willie, while D0 and D1 are Willie’s decisions that deter-
mine H0 and H1, respectively. The detection performance of
Willie is measured by the detection error probability (DEP)
such as:

ξ = α+ β , (7)

where α = Pr (D1|H0, Tj) is the false alarm probability and
β = Pr (D0|H1, Tj) is the miss detection probability.

3. Analysis and Optimization of
Covertness-related Performance

3.1. Detection Performance at Willie

We use the outage approach to analyze detection perfor-
mance at Willie. This approach aims at suppressing the de-
pendence on the number of transmitted symbols n by letting
n→∞ [17], [24], [25], Pw is given by:

Pw =

 Pj |hj,w|
2 + σ2w , H0

Paλa,w + Pj |hj,w|2 + σ2w, H1
. (8)

Then, in Lemma 1, we have the following characterizations
for the false alarm and miss detection probabilities at Willie.

Lemma 1. The false alarm and miss detection probabilities
at Willie are expressed respectively as:

α =

 1 , τ ¬ σ2w
λj,wQj

(τ−σ2w)λj,b+λj,wQj
e
− τ−σ2w
λj,wP

max
j , τ > σ2w

, (9)

β =

 0 , τ ¬ Ω

1− λj,wQj
(τ−Ω)λj,b+λj,wQj

e
− τ−Ω
λj,wP

max
j , τ > Ω

, (10)

where Ω = Qa
|ha,b|2

λa,w + σ2w.

Proof : See Appendix A.

Following Eqs. (9) and (10), we get the DEP of Willie as:

ξ = α+ β

=



1 , τ ¬ σ2w
λj,wQj

(τ−σ2w)λj,b+λj,wQj
e
−

τ−σ2w
λj,wP

max
j , σ2w ¬ τ ¬ Ω

1− λj,wQj
(τ−Ω)λj,b+λj,wQj

e
− τ−Ω
λj,wP

max
j

+
λj,wQj

(τ−σ2w)λj,b+λj,wQj
e
−

τ−σ2w
λj,wP

max
j , Ω ¬ τ

.

(11)

We note that the false alarm and miss detection probabilities
are expressed with an arbitrary detection power threshold τ .
In fact, Willie will modify the system parameters to minimize
DEP and make covert communications more difficult. In
this section, Willie makes adjustments to threshold τ for
a decision. We derive the optimal detection power threshold
and the minimum DEP for Willie in Theorem 1.

Theorem 1. Willie’s optimal detection power threshold is
given by:

τ∗ =
Qa
|ha,b|2

λa,w + σ
2
w, (12)

and the corresponding minimum DEP is expressed as:

ξ∗ =
λj,wQj |ha,b|

2

λa,wλj,bQa + λj,wQj |ha,b|
2 e
− λa,wQa

λj,wP
max
j |ha,b|2 . (13)

Proof : See Appendix B.
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We want to determine the optimal power control parameters
Qa and Qj in order to maximize the effective transmission
rate of the system under covertness and decoding constraints
(as discussed in the following section). Assuming that the
covertness constraint is stated as having Wille’s minimum
detection error probability that is greater than a given thresh-
old, then the optimal values of Qa and Qj will be expressed
as functions of ha,b. However, Jammer is unaware of ha,b,
and Bob needs a fixed received power of Qa to decode Al-
ice’s signals. Therefore, we denote the expected value of ξ∗
with all possible values of ha,b as a performance parameter
whose characterization is expressed in Lemma 2.

Lemma 2. A lower bound of the expected value of the mini-
mum DEP is given by:

ξ
∗
> ξ

∗
l , (14)

where

ξ
∗
l =
1
λa,b

∫ ∞
0

λj,wQjx
λa,wλj,bQa+λj,wQjx

e
−
(

λa,wQa
λj,wP

max
j

x
+ 1
λa,b
x

)
dx .

Proof : See Appendix C.

3.2. Connection Outage Probability at Bob

When Alice and Jammer transmit covert signals and jamming
signals to Bob, respectively, the signal received in the i-th
channel use within a time slot is:

yb(i) =
√
Paha,bxa(i) +

√
Pjhj,bxj(i) + nb(i)

=
√

Qax′a(i) +
√

Qjx
′
j(i) + nb(i),

(15)

where vector nb is the AWGN at Bob with the variance of each
element expressed as σ2b . We use the successive interference
cancellation (SIC) technique [25], [26] – widely used in the
non-orthogonal multiple access (NOMA) systems – to decode
Jammer’s and Alice’s signals at Bob. According to SIC,
Bob first decodes Jammer’s signals, and then cancels them
from the received signals and decodes Alice’s signals. Thus,
the received signal-to-interference and noise ratio (SINR)
corresponding to the process of detecting Jammer’s signals at
Bob is:

γj =
Qj

Qa + σ2b
. (16)

The condition for SIC carried out successfully at Bob is
expressed as [25]:

γj  2Rj − 1 , (17)

where Rj is the predetermined transmission rate of Jammer.
After Jammer’s signals are eliminated, the signal-to-noise
ratio (SNR) of Alice’s signals is:

γa =
Qa
σ2b
. (18)

We assume that the predetermined transmission rate of Alice
is Ra, the condition for the successful detection of Alice’s
signals is expressed as:

γa  2Ra − 1 . (19)

It is noted that since the TCIPC scheme is applied to both Alice
and Jammer, γj and γa do not depend on random variables.
In the formulation of the optimization problem, we can set
Qj and Qa such that the decoding constraints in Eqs. (17) and
(19) are satisfied, and Bob can decode the signals successfully.

Remark 1. Willie treats Jammer’s signals as jamming signals
because channel coefficients hj,w and hj,b are unavailable at
Willie. On the other hand, Jammer can work as an associate of
Bob to aid covert communications. For example, Bob places
Jammer in a communication zone to send out jamming signals
and collect sensitive information from Willie, such as location,
detection techniques, and so on. However, in order for Bob
to achieve information from Jammer, Bob’s received power
needs to match a fixed value for Jammer’s signals. A common
way is for Jammer to adopt a constant transmit power as well
as send pilots for Bob’s channel estimation. Nevertheless,
in the worst case, when Willie can get hj,w from Jammer’s
pilots, covert communications will be discontinued due to
the lack of random sources in Willie’s received power. The
TCIPC scheme is a simple technique to guarantee a constant
received power at Bob by utilizing pilots transmitted from
Bob instead of Jammer. Furthermore, thanks to the TCIPC
scheme, both hj,b and hj,w are factors confusing Willie’s
decision. When the received power matches a defined value,
SIC is applied to Bob to decode Jammer’s and Alice’s signals.

3.3. Optimal Power Control Parameters for Jammer and
Alice

In this section, we optimize covertness-related performance
to meet both Bob’s reliability and the system’s covertness
requirements. We define the effective transmission rate Re
which quantifies the amount of information that can be reliably
transmitted from Alice to Bob when the decoding constraints
are satisfied, as follows:

Re =
1
2
RaPTaPTj

=
1
2
Rae

−
(

Qa
λa,bP

max
a

+
Qj

λj,bP
max
j

)
, (20)

where factor 12 is the transmission probability of Alice when
condition Ta is true. We set 1− ε as the covertness threshold.
Then, the problem of optimizing the power control parameters
Qj and Qa, maximizing Re under the covertness constraint
C1 and the constraints for successful decoding C2, C3 is:

Argmax
Qj ,Qa

Re,

subject to:

C1 : ξ
∗
l  1− ε ,

C2 : γj  2Rj − 1 ,
C3 : γa  2Ra − 1 . (21)

The covertness constraint C1 is still ensured when we allow
ξ
∗
l to be greater than 1 − ε. For ease of representation, we

put F (Qj , Qa) = ξ
∗
l − (1 − ε), then the solutions to the

optimization problem are expressed in the following theorem.
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Theorem 2. For the optimization problem in Eq. (21), the
constraint C regarding system parameters for the existence of
optimal solutions is:

2

√
λa,w (2Ra−1)σ2b
λj,wλa,bPmaxj

K1

(
2

√
λa,w (2Ra−1)σ2b
λj,wλa,bPmaxj

)
 1− ε,

(22)

where K1(.) is the modified Bessel function of the second
kind [27]. Let Q†j be the solution of F

[
Qj ,

(
2Ra−1

)
σ2b
]
=

0, when the condition of system parameters satisfies Eq. (22),
the optimal choices of Qj and Qa for the optimization problem
are expressed as:

Q∗j = max
[(
2Rj−1

)
2Raσ2b ,Q

†
j

]
,

Q∗a =
(
2Ra−1

)
σ2b . (23)

Proof : See Appendix D.

4. Work on RPC and CPC

Here, we analyze the system’s performance for two Jammer-
related schemes: random power control (RPC) and constant
power control (CPC). This serves as a foundation for compar-
ing them with the TCIPC scheme.

4.1. Random Power Control Scheme

For the RPC scheme, the transmit power of Jammer changes
randomly and obeys a continuous uniform distribution over the
interval [0, Pmaxj ] [9], [17], with the probability distribution
function given by:

fPj (x) =

{
1

Pmax
j
, 0 ¬ x ¬ Pmaxj

0 , otherwise.
(24)

Following the decision rule given in Eq. (6) and using the
same argument as in Lemma 1, we obtain the false alarm
probability as:

α = Pr (Pw  τ |H0)
= Pr

(
Pj |hj,w|2 + σ2w  τ

)
=

{
1 , τ ¬ σ2w∫ Pmaxj

0

∫∞
τ−σ2w
x

fPj (x)f|hj,w|2(y)dydx, τ > σ
2
w

=

 1 , τ ¬ σ2w∫ Pmaxj

0

∫∞
τ−σ2w
x

1
Pmax
j

λj,w
e
− 1
λj,w

y
dydx, τ > σ2w

=


1 , τ ¬ σ2w
1

Pmax
j

∫∞
1

Pmax
j

1
t2

e
−
τ−σ2w
λj,w

t
dt, τ > σ2w

(c)
=

 1 , τ ¬ σ2w
τ−σ2w

λj,wP
max
j

Ei
(
− τ−σ2w
λj,wP

max
j

)
+ e
−

τ−σ2w
λj,wP

max
j , τ > σ2w.

(25)

In Eq. (25), we obtain step (c) by using Eq. (3.351 4) in [27],
and Ei(x) = −

∫∞
−x

e−t
t dt is the exponential integral function.

Similarly, the miss detection probability is:

β = Pr (Pw < τ |H1)

= Pr
(
Pj |hj,w|2 +Ω < τ

)
=

 0 , τ ¬ Ω

1− τ−Ω
λj,wP

max
j

Ei
(
− τ−Ω
λj,wP

max
j

)
− e
− τ−Ω
λj,wP

max
j , τ > Ω,

(26)

where Ω is defined in Lemma 1. Then, the detection error
probability (DEP) of the RPC scheme is:

ξ = α+ β

=



1 , τ ¬ σ2w

τ−σ2w
λj,wP

max
j

Ei
(
− τ−σ2w
λj,wP

max
j

)
+e
−

τ−σ2w
λj,wP

max
j , σ2w¬τ¬Ω

1− τ−Ω
λj,wP

max
j

Ei
(
− τ−Ω
λj,wP

max
j

)
−e
− τ−Ω
λj,wP

max
j

+ τ−σ2w
λj,wP

max
j

Ei
(
− τ−σ2w
λj,wP

max
j

)
+ e
−

τ−σ2w
λj,wP

max
j , τ  Ω.

(27)

We define the f(x) function as f(x) = xEi(−x) + e−x,
then the first derivative of f(x) is given by f ′(x) = Ei(−x).
Taking advantage of this result, for σ2w ¬ τ ¬ Ω, we can
prove that the first derivative of ξ is observed to be less
than 0 and ξ is a monotonically decreasing function of τ . In
addition, due to Ω > σ2w, the first derivative of ξ is positive
when τ  Ω. In this case, ξ is a monotonically increasing
function of τ . Thus, Willie will set the optimal detection power
threshold as τ∗ = Ω and the corresponding minimum DEP is
given by:

ξ∗ =
λa,wQa

λj,wPmaxj |ha,b|2
Ei
(
− λa,wQa
λj,wPmaxj |ha,b|2

)

+e
− λa,wQa

λj,wP
max
j |ha,b|2 . (28)

Under the optimal power detection threshold setting from
Eq. (28), the expected minimum DEP is defined as:

ξ
∗
= E

[
ξ∗
(
|ha,b|2

)]
=
1
PTa

∫ ∞
Qa

Pmaxa

ξ∗(x)f|ha,b|2(x)dx . (29)

Alice uses the TCIPC scheme to transmit covert signals to
Bob. Bob is unaware of channel state information of hj,b,
and the transmit power of Jammer is random, so he treats
the Jammer’s signals as interference. The SINR of decoding
Alice’s signals at Bob is represented as:

γa =
Qa

Pj |hj,b|2 + σ2b
. (30)
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For the predetermined transmission rate of Alice as Ra, the
connection outage performance at Bob is:

δ = Pr
(
γa < 2

Ra − 1
)

= Pr
(
Pj |hj,b|2 >

Qa
2Ra − 1 − σ

2
b

)

(c)
=


1 , Qa < Ql

Qa−Ql
(2Ra−1)λj,bPmaxj

Ei
[
− Qa−Ql
(2Ra−1)λj,bPmaxj

]
+ e
− Qa−Ql
(2Ra−1)λj,bPmaxj , Qa  Ql,

(31)

where Ql =
(
2Ra−1

)
σ2b , and the result in step (c) of Eq. (31)

is based on the false alarm probability analysis in Eq. (25).
From Eqs. (29) and (31), we formulate the optimization prob-
lem for the RPC scheme with the effective transmission rate
(ETR) Re as the objective function and with the covertness
constraint given by:

Argmax
Qa

Re = 12RaPTa(1− δ) ,

subject to: ξ∗  1− ε .
(32)

The optimization problem Eq. (32) can be solved by numerical
search in the set of Qa which satisfies ξ

∗  1− ε.

4.2. Constant Power Control Scheme

In this subsection, we consider the constant power control
(CPC) scheme in terms of optimizing ETR and satisfying
the covertness constraint in order to provide a comparative
evaluation of Jammer’s different transmission schemes. As far
as the CPC scheme is concerned, Jammer transmits jamming
signals with the constant transmit power of Pmaxj . Willie
does not know the channel coefficient hj,w, which makes his
decision uncertain. Thus, by the same argument as in Lemma
1, we get the false alarm and miss detection probabilities,
respectively, as:

α =

 1 , τ ¬ σ2w

e
−

τ−σ2w
λj,wP

max
j , τ > σ2w ,

β =

{
0 , τ ¬ Ω

1− e
− τ−Ω
λj,wP

max
j , τ > Ω .

(33)

From Eq. (33), we get the DEP of Willie as ξ = α + β.
Moreover, we can prove that Willie chooses τ∗ = Ω as
an optimal detection power threshold for decision and the
corresponding minimum DEP is:

ξ∗ = e
− Qaλa,w

λj,wP
max
j |ha,b|2 . (34)

According to Eq. (29), we also derive the expected minimum
DEP ξ

∗
for the CPC scheme. Since the channel state infor-

mation of hj,b is unavailable at Bob, the SINR corresponding
to the process of detecting Alice’s signals is written by:

γa =
Qa

Pmaxj |hj,b|2 + σ2b
. (35)

Hence, the connection outage performance at Bob is expressed
as:

δ = Pr
(
γa < 2

Ra − 1
)

= Pr
[
|hj,b|2 >

1
Pmaxj

( Qa
2Ra − 1 − σ

2
b

)]

=

 1 , Qa < Ql

e
− Qa−Ql
(2Ra−1)λj,bPmaxj , Qa  Ql .

(36)

Similar to the RPC scheme in Eq. (32), we formulate the
optimization problem for the CPC scheme at Alice, which
can be solved by numerical search in the set of Qa satisfying
ξ
∗  1− ε.

5. Numerical Results
In this section, we conduct numerical simulations to verify the
detection performance of Willie and the covertness-related
performance of the system. Without loss of generality, the
system parameters are set to da,b = 25 m, da,w = 35 m,
dj,w = 15 m, dj,b = 20 m, α = 2, σ2w = σ2b = 0 dBm and
ε = 0.2.
Figure 2 shows false alarm probability α, miss detection
probability β, and detection error probability ξ versus Willie’s
detection power threshold τ for Jammer’s three transmission
schemes: TCIPC, RPC, and CPC. We set Pmaxa = 40 dBm,
Qa = 25 dBm, Pmaxj = 50 dBm, Qj = 30 dBm, and
|ha,b|2 = λa,b. We obtain Monte Carlo simulation results
by generating a sufficiently large number of random values
of |hj,b|2, |hj,w|2, and Pj . For the first observation of three
schemes, the false alarm probability α decreases to 0 with
the increase in τ . The miss detection probability β, in turn,
first stays at 0, and as τ increases, β increases and eventually
stays at 1. Moreover, we learn that the curves of the detection
error probability ξ are the sum of α and β and have minimum
values at τ∗ = Ω for all three of Jammer’s transmission
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Fig. 2. False alarm probability α, miss detection probability β, and
detection error probability ξ versus threshold τ for Willie’s detection
process with Jammer’s three transmission schemes.
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schemes. These results are consistent with the analytical
results in Theorem 1, Subsections 4.1 and 4.2. As illustrated
in Fig. 2, we also observe that the simulated points agree
quite well with the theoretical ones. Especially, Jammer’s
transmission scheme with RPC offers the worst covertness-
related performance of the three schemes, while the CPC
scheme achieves superior performance compared to the two
remaining schemes.
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Fig. 3. Expected minimum DEP ξ∗ and its lower bound ξ∗l versus
Qa under varying values of Qj .

In Fig. 3, the expected minimum DEP ξ
∗

is plotted versus Qa
for Jammer’s three transmission schemes, and the lower bound
of ξ
∗

is presented for the TCIPC scheme with varying values
of the power control parameter Qj . We set Pmaxa =40 dBm,
Pmaxj =50 dBm, and |ha,b|2=λa,b. For the TCIPC scheme,
the numerical simulation results of the lower bound ξ

∗
l are

consistent with the exact results of ξ
∗

as in Lemma 2, so the
covertness constraint is still guaranteed when we do not let
the lower bound be lower than the covertness threshold. As
one may observe from Fig. 3, ξ

∗
l and ξ

∗
decrease gradually

as Qa increases for all three schemes. This is because the
larger the value of Qa, the easier the Willie’s detection. The
CPC scheme achieves superior performance in comparison to
TCIPC and RPC schemes in terms of the expected minimum
DEP. Let us now consider the TCIPC scheme, where the
power control parameter of Jammer Qj also has an effect
on Willie’s expected minimum DEP, i.e. ξ

∗
l and ξ

∗
go up

along with the increase in Qj . This result indicates that it
will become more challenging for Willie to detect Alice’s
signals as Jammer’s noise source is amplified. In addition, in
the high regime of Qj as Qj = 35 dBm, the exact results of
ξ
∗

of the TCIPC scheme converge to that of the CPC scheme.
Mathematically, this result may be deduced from Eq. (13) and
Eq. (34) when Qj approaches infinity. To sum up, Fig. 3 shows
that the appropriate values of the power control parameters
Qa and Qj are very effective in confusing the detection at
Willie.
In Fig. 4, we show the relationship between the effective
transmission rate (ETR) Re and the power control parameter
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Fig. 4. Effective transmission rate Re [bpcu] versus Qa under
different values of Qj .

Qa for three transmission schemes. In the case of the TCIPC
scheme, we also consider the impact of Qj on the ETR. Here,
we assume that Pmaxa = 40 dBm, Pmaxj = 50 dBm, Rj = 2
bits per channel use (bpcu), andRa = 3 bpcu. As one may see
from Fig. 4, the values of Re equal 0 when an outage occurs
in the system. For the TCIPC scheme, when the decoding
constraints C2 and C3 are satisfied, the effective transmission
rate Re decreases gradually, as Qa increases. This result is
consistent with the proof of Theorem 2 in Appendix D.

Regarding the RPC and CPC schemes, also in Fig. 4 we can
observe that Re initially increases and then decreases as Qa
increases, which indicates that there exists an optimal value of
Qa to maximize the ETR for the two schemes. In the TCIPC
scheme, the power control parameter Qj has a significant
effect on the ETR of the system, i.e. the smaller the power
control parameter Qj is, the better the effective transmission
rateRe, and outperforming that of the RPC and CPC schemes.
However, the outage region of the system is expanded with
the decrease in Qj since Bob’s ability to successfully decode
Jammer’s and Alice’s signal diminishes. According to Figs. 3
and 4, it is worth noting that selecting the appropriate values
for Qa and Qj is necessary to achieve a balance between
the effective transmission rate and the covertness constraint,
which has been modeled in the optimization problem of the
three transmission schemes.

Figures 5 and 6 depict the variation curves of the maximum
effective transmission rate (ETR) R∗e versus the maximum
transmit power of Jammer and Alice, respectively, for Jam-
mer’s three transmission schemes. Here, we setRa = 3 bpcu,
and Rj = 2 bpcu. For the RPC and CPC schemes, the maxi-
mum ETR first increases and then decreases gradually, which
reveals that there are optimal values for Pmaxj and Pmaxa

to optimize the maximum effective transmission rate. This
is due to the fact that when Pmaxj increases, the covertness
constraint approaches the satisfaction point and there is a pos-
itive ETR for the system; however, a large Pmaxj may have
a negative effect on increasing the interference at Bob (due to
a predefined value of Pmaxa ). Regarding Pmaxa for the RPC
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and CPC schemes, Pmaxa has a dual impact on the system’s
performance, as increasing Pmaxa not only decreases Willie’s
detection error probability, but also increases Alice’s trans-
mission probability (i.e. PTa ). This observation suggests that,
in addition to optimizing the parameter Qa, we also have to
select optimal values for parameters Pmaxj and Pmaxa in or-
der to achieve optimal performance of the RPC and CPC
schemes.
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For the TCIPC scheme, R∗e increases gradually as Pmaxj and
Pmaxa increase, and then converges to a constant value. Typi-
cally, an increase in Pmaxj not only causes Willie’s decision
to be uncertain, but also has a negative impact on Bob’s de-
coding. However, in the TCIPC scheme, the SIC technique
is adopted to help Bob cancel interference and successful-
ly decode the desired signals. As Pmaxj approaches infinity,
the Jammer’s transmission probability increases (i.e. PTj ),
allowing the maximum ETR to converge to an upper limit. In
the optimization problem of the TCIPC scheme, Q∗j , Q∗a, and
the lower bound of ξ

∗
are independent of Pmaxa , so an in-

crease in Pmaxa causes Alice’s transmission to become more
frequent and the maximum ETR to reach a constant value.

Thus, with the TCIPC scheme, increasing Pmaxj or Pmaxa

blindly can not continuously improve the maximum ETR.
Specifically, in terms of the maximum effective transmis-
sion rate, the TCIPC scheme outperforms both the RPC and
CPC schemes.
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In Fig. 7, we show the maximum effective transmission rate
(ETR) of R∗e versus Alice’s predetermined transmission rate
Ra. Using the TCIPC scheme, we also depict the maximum
ETR for various values of Jammer’s predetermined trans-
mission rate Rj . Here, we assume that Pmaxj = 45 dBm,
and Pmaxa = 45 dBm. We can observe from this figure that
R∗e initially reaches a peak and then decreases gradually as
Ra increases, which indicates that there exists an optimal
value ofRa to maximizeR∗e for each of Jammer’s three trans-
mission schemes. Regarding the RPC and CPC schemes,
to compensate the increase in Ra, we need to more power
from Qa for Alice’s transmission. According to Figs. 3 and 4,
the increase in Qa first raises the ETR of the system while
still ensuring observance of the covertness constraint, but a
large Qa may have an adverse effect on reducing the min-
imum DEP at Willie. According to constraints C2 and C3,
the TCIPC scheme requires more power from Qj and Qa to
meet Bob’s decoding when Ra increases. A rise in Qa can
decrease Alice’s transmission probability (i.e. PTa). Addi-
tionally, Willie’s ability to detect transmission improves as
Qj rises. Thus,Ra has a dual effect on the performance of the
system for each of Jammer’s three transmission schemes. In
addition to optimizing Qj and Qa, we also have to determine
the optimal value of Ra to maximize the performance of the
system. As also shown Fig. 7, the maximum ETR improves
significantly when Rj exhibits a declining trend. Further-
more, the TCIPC scheme has a greater maximum ETR in
comparison to the RPC and CPC schemes.

6. Conclusions

In this paper, we investigated the truncated channel inversion
power control (TCIPC) scheme adopted by Alice and Jam-
mer to facilitate covert communications from Alice to Bob,
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and Jammer’s interference removal relying on the successive
interference cancellation (SIC) technique at Bob. The prob-
lem of maximizing the effective transmission rate under the
constraints of covertness and Bob’s decoding was formulat-
ed. From the optimization problem, we achieved the optimal
solutions for the power control parameters of Alice and Jam-
mer, as well as the constraint regarding system parameters for
the existence of these solutions. A comparison of the TCIPC
scheme with Jammer’s previous transmission schemes, such
as random power control (RPC) scheme and constant power
control (CPC) scheme, was also carried out.

Since the TCIPC scheme fixes the received power at Bob
and uses the SIC technique for interference cancellation, its
covertness-related performance is superior to those of the two
other schemes. Our investigation showed that, for the TCIPC
scheme, there exists an optimal value of Alice’s predeter-
mined transmission rate to maximize the maximum effective
transmission rate. Furthermore, the maximum effective trans-
mission rate increases monotonically as the maximum trans-
mit power of Alice or Jammer increases and then converges
to a constant value. Finally, with the TCIPC scheme for Al-
ice and Jammer, we are able to conclude that the system is
capable of achieving covert communications.
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Appendix A: Proof of Lemma 1

From Eqs. (7) and Eq. (8), the false alarm probability is
written as:

α = Pr (Pw  τ |H0, Tj)

= Pr
(

Qj |hj,w|
2

|hj,b|2
+ σ2w  τ

∣∣∣∣ |hj,b|2  Qj
Pmaxj

)
=
1
PTj

Pr
[

Qj |hj,w|
2 

(
τ − σ2w

)
|hj,b|2 , |hj,b|2 

Qj
Pmaxj

]

=

1 , τ ¬ σ2w
1
PTj

∫∞
Qj

Pmax
j

∫∞
(τ−σ2w)y

Qj

f|hj,w|2(x)f|hj,b|2(y)dxdy, τ > σ
2
w

=


1 , τ ¬ σ2w

e
Qj

λj,bP
max
j

∫∞
Qj

Pmax
j

∫∞
(τ−σ2w)y

Qj

e
−

(
x
λj,w

+ y
λj,b

)
λj,wλj,b

dxdy, τ > σ2w

=

1 , τ ¬ σ2w

λj,wQj
(τ−σ2w)λj,b+λj,wQj

e
−

τ−σ2w
λj,wP

max
j , τ > σ2w.

(37)

Similarly, from Eqs. (7) and (8), the miss detection probability
is analyzed as:

β = Pr (Pw < τ |H1, Tj)

= Pr
(

Qaλa,w
|ha,b|2

+
Qj |hj,w|

2

|hj,b|2
+ σ2w < τ

∣∣∣∣ |hj,b|2  Qj
Pmaxj

)

=
1
PTj

Pr
[

Qj |hj,w|
2 < (τ − Ω) |hj,b|2 , |hj,b|2 

Qj
Pmaxj

]

=


0 , τ ¬ Ω

1
PTj

∫∞
Qj

Pmax
j

∫ (τ−Ω)yQj
0 f|hj,w|2(x)f|hj,b|2(y)dxdy, τ > Ω

=


0 , τ ¬ Ω

e
Qj

λj,bP
max
j

∫∞
Qj

Pmax
j

∫ (τ−Ω)yQj
0

e
−

(
x
λj,w

+ y
λj,b

)
λj,wλj,b

dxdy, τ > Ω

=


0 , τ ¬ Ω

1− λj,wQj
(τ−Ω)λj,b+λj,wQj

e
− τ−Ω
λj,wP

max
j , τ > Ω.

(38)

The proof is completed.

Appendix B: Proof of Theorem 1

Following Eq. (11), it is shown that ξ = 1 is the worst case
for τ ¬ σ2w. When σ2w ¬ τ ¬ Ω, we observe that ξ is
a continuous decreasing function of τ , so Willie chooses
τ = Ω as the optimal threshold in this case. For Ω ¬ τ ,
carrying out the first derivative of ξ, we have:

∂ξ

∂τ

=
λj,wλj,bQjP

max
j +Qj

[
(τ−Ω)λj,b+λj,wQj

]
Pmaxj

[
(τ−Ω)λj,b+λj,wQj

]2 e
− τ−Ω
λj,wP

max
j

−
λj,wλj,bQjP

max
j +Qj

[(
τ−σ2w

)
λj,b+λj,wQj

]
Pmaxj

[
(τ−σ2w)λj,b+λj,wQj

]2 e
−

τ−σ2w
λj,wP

max
j .

(39)

Since Ω > σ2w, we deduce that ∂ξ∂τ > 0. Hence, ξ is a con-
tinuous increasing function of τ . Thus, Willie sets τ = Ω
as the optimal threshold for Ω ¬ τ case. Therefore, Willie’s
detection power threshold is τ∗ = Ω = Qa

|ha,b|2
λa,b + σ2w.

Substituting τ∗ into Eq. (11), we achieve the minimum DEP.
The proof is completed.

Appendix C: Proof of Lemma 2

From Eq. (13), let ξ∗ be a function of |ha,b|2, ξ∗
(
|ha,b|2

)
,

then the expected minimum DEP at Willie is given by:
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ξ
∗
=

∫ ∞
Qa

Pmaxa

ξ∗(x)f|ha,b|2
(
x

∣∣∣|ha,b|2  Qa
Pmaxa

)
dx

=
1
PTa

∫ ∞
Qa

Pmaxa

ξ∗(x)f|ha,b|2 (x) dx

= e
Qa

λa,bP
max
a

∫ ∞
Qa

Pmaxa

ξ∗(x)
1
λa,b

e
− 1
λa,b

x
dx . (40)

Putting G(y) = e
1
λa,b
y ∫∞
y
ξ∗(x) 1λa,b e−

1
λa,b
xdx, the first

derivation of G(y) is expressed as:

G′(y) = e
1
λa,b

y
∫ ∞
y

dξ∗(x)
dx

1
λa,b

e
− 1
λa,b

x
dx . (41)

We have the first derivative of ξ∗(x) as:

dξ∗(x)
dx

=

[
Qj
(
λa,wλj,wQjQa+λa,wλj,wλj,bPmaxj Qa

)
Pmaxj

(
λj,wQjx+ λa,wλj,bQa

)2
+

λj,bλ
2
a,wQjQ2a

Pmaxj

(
λj,wQjx+λa,wλj,bQa

)2
x

]
e
− λa,wQa
λj,wP

max
j

x
.

(42)

Since dξ∗(x)
dx > 0, we can deduce that G(y) is an increasing

function of y and G
(

Qa
Pmaxa

)
> G(0). This means that

ξ
∗
> ξ

∗
l , and ξ

∗
l = G(0) is given in Lemma 2. Thus, the

proof is completed.

Appendix D: Proof of Theorem 2

Using the Leibniz integral rule to F
(
Qj ,Qa

)
= ξ
∗
l −(1−ε),

we have the partial derivatives as:

F ′Qj =

∞∫
0

λa,wλj,wλj,bQax

λa,b
(
λa,wλj,bQa + λj,wQjx

)2
× e
−
(

λa,wQa
λj,wP

max
j

x
+ 1
λa,b

x

)
dx , (43)

F ′Qa = −
∞∫
0

λa,wQj
[(
λj,bP

max
j +Qj

)
λj,wx+λa,wλj,bQa

]
λa,bPmaxj

(
λa,wλj,bQa+λj,wQjx

)2
× e
−
(

λa,wQa
λj,wP

max
j

x
+ 1
λa,b

x

)
dx . (44)

It is shown that when Qj approaches 0 and Qa is arbitrary,
F
(
Qj ,Qa

)
tends to − (1− ε). Conversely, when Qa ap-

proaches 0 and Qj is arbitrary, F
(
Qj ,Qa

)
tends to ε, so

there exist the solutions to F
(
Qj ,Qa

)
= 0. Moreover, it is

noted that F ′Qj > 0 and F ′Qa < 0, then from F
(
Qj ,Qa

)
= 0

we can express Qa as a function of Qj which is called the im-
plicit function Qa = g

(
Qj
)

and g
(
Qj
)

is unique. Using the

principle of implicit differentiation to F
(
Qj ,Qa

)
= 0, we

obtain the first derivative of g
(
Qj
)

as:

dg
(
Qj
)

dQj
= −
F ′Qj
F ′Qa
> 0. (45)

Thus, Qa = g
(
Qj
)

is the increasing function of Qj . More-
over, at one point

(
Qj ,Qa

)
with Qa → 0, constraint C1 is

satisfied. Hence, the set of all points
(
Qj ,Qa

)
for constraint

C1 is expressed as:

D1 =

{
0 < Qj
0 < Qa ¬ g

(
Qj
)
.

(46)

D1 is outlined in Fig. 8a (shown shaded).

2,3D
1D

0 0

a) b)

A

Qa

Q = g(Q )a j
Rj 2Q = (2 1)(Q +σ )j a–

Qj
Qj

Qa

b

Fig. 8. Outline of the value domains
(

Qj ,Qa
)
: a) for D1, b) for

D2,3, where A =
[(
2Rj−1

)
2Raσ2b ,

(
2Ra−1

)
σ2b
]
.

We observe that when Qj tends to infinity, F
(
Qj ,Qa

)
= 0

is written as:

1
λa,b

∫ ∞
0

e
−
(

λa,wQa
λj,wP

max
j

x
+ 1
λa,b

x

)
dx− (1− ε) = 0. (47)

By applying
∫∞
0 e−(

β
4x+γx)dx =

√
β
γK1

(√
βγ
)

[27] to
Eq. (47), we get:

2

√
λa,wQa

λj,wλa,bPmaxj

K1

(
2

√
λa,wQa

λj,wλa,bPmaxj

)
−(1−ε) = 0 ,

(48)

where K1(.) is the modified Bessel function of the second
kind. The left-hand side in Eq. (48) is a decreasing function
of Qa, so when Qj tends to infinity, Qa approaches a constant
Qasya where Qasya is a solution of Eq. (48).
According to constraints C2 and C3, the set of all points(
Qj ,Qa

)
satisfying these two constraints is:

D2,3 =

{ (
2Rj − 1

) (
Qa + σ

2
b

)
¬ Qj(

2Ra − 1
)
σ2b ¬ Qa ,

(49)

and D2,3 is outlined as the shaded section in Fig. 8b. Based
on sets D1 and D2,3, in order to obtain solutions for the
optimization problem in Eq. (21), we need:

Qasya 
(
2Ra − 1

)
σ2b , (50)

due to the decreasing property of the left-hand side in Eq. (48),
from Eq. (49), we get the constraint C of the system parame-
ters as Eq. (22) in Theorem 2.
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It is noted that when
(
Qj ,Qa

)
approaches (0, 0),Re increases

to Ra. We consider that the point A is given in Fig. 8b, Q†j is
the solution of F

[
Qj ,

(
2Ra − 1

)
σ2b
]
= 0, and constraint

C is guaranteed, then the optimal values of Qj and Qa are
argued as follows:
– If A ∈ D1, then Q†j ¬

(
2Rj − 1

)
2Raσ2b and A is the

optimal point, it means that:

Q∗j =
(
2Rj − 1

)
2Raσ2b ,

Q∗a =
(
2Ra − 1

)
σ2b .

(51)

– If A ̸∈ D1, then Q†j 
(
2Rj − 1

)
2Raσ2b the solutions of

the optimization problem are:

Q∗j = Q†j ,

Q∗a =
(
2Ra − 1

)
σ2b .

(52)

In summary, the optimal choice of Qj and Qa is achieved in
Eq. (23). The proof is completed.
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